
 

 
CYBERSECURITY & INFRASTRUCTURE SECURITY AGENCY 

STAKEHOLDER RESOURCES & CONTACTS 
 

Sign up for Alerts: 
https://public.govdelivery.com/accounts/USDHSCISA/subscriber/new?qsp=CODE_RED 

Report a Cybersecurity Incident: Report anomalous cyber activity and/or cyber 
incidents 24/7 to report@cisa.gov or (888) 282-0870. 

 Report an Incident 
 Report Phishing 

 Report a Vulnerability 

Contact Us: https://www.cisa.gov/about/contact-us 
 
 

STAKEHOLDER ENGAGEMENT DIVISION - STRATEGIC RELATIONS 
HQ Associate Director Deputy Associate Director Partnership’s Branch Chief 

STRATEGIC 
RELATIONS 

Kevin Dillon 
kevin.dillon@cisa.dhs.gov 

Sara Pease 
sara.pease@cisa.dhs.gov 

Bob Nadeau 
robert.nadeau@cisa.dhs.gov 

 
REGIONAL CONTACTS 

Region Regional Director Deputy Regional Director Executive Officer 
Region 1 Matthew McCann Tom Filippone Tracey Sawyer 

Contacts 
Regional office: CISARegion1@hq.dhs.gov 
Media inquiries: CISAMedia@cisa.dhs.gov 

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 2 John Durkin Mohammad Telab Kelly Quinones 
Contacts 

Regional office: CISARegion2@hq.dhs.gov   
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 3 William Ryan  James Cratty Deadra Sotero- Long 
Contacts 

Regional office: CISARegion3@hq.dhs.gov    
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 4 Julius Gamble Kate Nichols Jose Polanco 
Contacts 

Regional office: CISARegion4@hq.dhs.gov 
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

https://public.govdelivery.com/accounts/USDHSCISA/subscriber/new?qsp=CODE_RED
mailto:report@cisa.gov
tel:888-282-0870
https://www.cisa.gov/report
https://www.cisa.gov/forms/report
https://www.cisa.gov/report
https://www.cisa.gov/about/contact-us


 

 
Region 5 Alex Joves Kathryn Young Beth Windisch  

Contacts 
Regional office: CISARegion5@hq.dhs.gov  
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 6 Harvey Perriott Robert Russell Ricardo Gonzalez 
Contacts 

Regional office: CISARegion6@hq.dhs.gov    
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 7 Phil Kirk Ethan Cole Steven Marin 
Contacts 

Regional office: CISARegion7@hq.dhs.gov    
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 8 Shawn Graff Joseph O’Keeffe Andre Mouton 
Contacts 

Regional office: CISARegion8@hq.dhs.gov    
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 9 David Rosado Frank Calvillo Christopher Fiorenza 
Contacts 

Regional office: CISARegion9@cisa.dhs.gov   
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

Region 10 Paul Massey Barret Adams-Simmons Chad Hudson 
Contacts 

Regional office: CISARegion10@hq.dhs.gov    
Media inquiries: CISAMedia@cisa.dhs.gov     

After hours: Central@cisa.gov 
To report anomalous cyber activity and/or cyber incidents 24/7, email report@cisa.gov, or call (888) 282-0870. 

 
  



 

 
CISA LEADERSHIP 

 
CISA Director Deputy Director Executive Director 

Agency Jen Easterly Nitin Natarajan Brandon Wales 

CSD Eric Goldstein Mathew Hartman CoS Michael Norman 
CoS Allison Conley 

ECD Bill Bob Brown Jr Vincent Delaurentis CoS James Spence 
IOD Bridgette Bean Boyden Rohner CoS Lisa Teetz 
ISD Dr. David Mussington Steve Harris CoS Sean Griffin 

NRMC Mona Harrington  CoS Anthony Dattilo (A) 
SED Alaina Clark Trent Frazier CoS Brad Tenney 

 
RESOURCES 

 
CyberSecurity Awareness Month (October): https://www.cisa.gov/cybersecurity-
awareness-month  (email: awarenesscampaigns@cisa.dhs.gov) 
 
K-12 Report: https://www.cisa.gov/protecting-our-future-cybersecurity-k-12 
Toolkit: https://www.cisa.gov/resources-tools/resources/partnering-safeguard-k-
12-organizations-cybersecurity-threats-online 
 
JCDC News and Resources: https://www.cisa.gov/topics/partnerships-and-
collaboration/joint-cyber-defense-collaborative/jcdc-news-and-resources  
 
Cross Sector Cybersecurity Performance Goals 
https://www.cisa.gov/cross-sector-cybersecurity-performance-goals 
 
Cyber Guidance for Small Businesses | CISA: https://www.cisa.gov/cyber-
guidance-small-businesses 
 
Free Cybersecurity Services and Tools | CISA: https://www.cisa.gov/free-
cybersecurity-services-and-tools 
 
State and Local Cybersecurity Grant Program | CISA: https://www.cisa.gov/state-
and-local-cybersecurity-grant-program 
 
Decider Fact Sheet | CISA: https://www.cisa.gov/resources-
tools/resources/decider-fact-sheet 
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Active Shooter Pocket Card | CISA: https://www.cisa.gov/resources-
tools/resources/active-shooter-pocket-card 
 
Securing Small and Medium-Sized Business (SMB) Supply Chains: A Resource 
Handbook to Reduce Information and Communication Technology Risks: 
https://www.cisa.gov/resources-tools/resources/securing-smb-supply-chains-
resource-handbook 
 
CISA Services: https://www.cisa.gov/resources-tools/services 
 
Homeland Security Information Network- Critical infrastructure: 
https://www.dhs.gov/hsin-critical-infrastructure 
 
CISA Gateway: https://www.cisa.gov/resources-tools/services/cisa-gateway 
 
CISA TTX Packages: https://www.cisa.gov/resources-tools/services/cisa-tabletop-
exercise-packages 
 
Emergency Communications Awareness Month (April): 
https://www.cisa.gov/emergency-communications-month 
 
Infrastructure Security Awareness Month (November): 
https://www.cisa.gov/topics/critical-infrastructure-security-and-
resilience/infrastructure-security-month-2022 
 
CISA Strategic Plan: https://www.cisa.gov/resources-tools/resources/2023-2025-
strategic-plan 
 
CISA Training: https://www.cisa.gov/cybersecurity-training-exercises 
 
Election CyberSecurity Toolkit: https://www.cisa.gov/cybersecurity-toolkit-and-
resources-protect-elections 
 
Emergency Communications: https://www.cisa.gov/topics/emergency-
communications 
 
Best Practices: https://www.cisa.gov/topics/cybersecurity-best-practices 
 
Secure by Design- Secure by Default: https://www.cisa.gov/securebydesign 
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